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Synopsys: Silicon to Software
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Presenter
Presentation Notes
Reminder about SNPS- growth since 2006
11 years of evolution and growth- global, domestic, IP business starting up





Innovation and Opportunity IN Technology
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Moore's Law Continues

TSMC TALK ABOUT THE PROCESS OF 7 NM ALREADY IN
2017
I

TSMC announces first 16nm FInFET
results, unveils 10nm roadmap

Globalfoundries Begins Ramping 14nm Production For Customers

Why Intel's 14-Nanometer Products Could Change
the Game

Samsung Unveils The World’s First 10-nm FinFET
Semiconductor Technology

ntel Opens Door on 7nm, Foundry

With IBM's Fancy 7-Nanometer Chip, Moore's Law
(Kind Of) Continues



Presenter
Presentation Notes
http://www.raqwe.com/tsmc-talk-process-7-nm-2017/

http://www.extremetech.com/computing/191415-tsmc-announces-first-16nm-finfet-results-unveils-10nm-roadmap

http://www.gforgames.com/gadgets/samsung-unveils-first-10-nm-finfet-46379/

http://www.eetimes.com/document.asp?doc_id=1326948

http://readwrite.com/2015/07/10/ibm-7-nanometer-chip-processor-silicon-geranium#!
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Innovations

Technology Leader for Advanced Designs
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Presenter
Presentation Notes
Context/Key Messages:
This slide shows that Synopsys is always at the leading edge with our customers, tracking the first 500 tapeouts of each new process node and that our strategy is to lead on the leading edge, today it’s with FinFET technology, and this investment benefits all other nodes.  We highlight that we are the leader for ‘advanced designs’, the absolute leader in FinFET, the ‘industry favorite at 28nm’ and the work we do at these advanced nodes benefit advanced designs on established nodes.  This is followed by 3 slides that address each of these points.�
Talking Points: 
Synopsys is the technology leader for advanced designs
For many years, we have been working with the most advanced customers as new process nodes emerge and we carefully track the 1st 500 tapeouts as they move through the design cycle and this chart shows the ramp on a quarterly basis
Today, we’re the absolute leader in FinFET
We’re also the industry favorite at 28nm
And the innovations we create for the leading edge also benefit our customers doing advanced designs on more established nodes


Power Performance Requirements Drive Node Migrations
Global Results

35% - 70% of “Next Designs” < 32nm!

mlLast mCurrent = Next
30% A
25% A
20% -
15% -

10% A

5% A

0% -

>250nm180/150nm 130nm 90nm 65nm 55nm 45/40nm 32/28nm 22nm 20nm 16/14nm 11/10nm <7nm

Source: 2015 Synopsys Global User Survey
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Presenter
Presentation Notes
This information is from the 2015 Synopsys Global User Survey.  

Each respondent indicated the process technology for their last, current and next designs. 

Survey Question: What is the process technology of your design?

N for:

2015 Last N = 2,312
2015 Current N = 2,307
2015 Next N = 2,090

2014 Last: 1977
2014 Current: 1959
2014 Next: 1693

2013 Last: 1753
2013 Current: 1723
2013 Next: 1502

2012 Last 1,648
2012 Current 1,623
2012 Next 1,440

2011 Last: 1290
2011 Current: 1277
2011 Next: 1098

2010 Last: 635
2010 Current: 639
2010 Next: 554

2009 Last: 2613
2009 Current: 2578
2009 Next: 2372

2008 Last: 2196
2008 Current: 2193
2008 Next: 1926

2007 Last: 2227
2007 Current: 2258
2007 Next: 1998

2006 Last: 3260
2006 Current: 3314
2006 Next: 2897


2016F Top 20 Semiconductor Sales Leaders

(SM, Including Foundries)

o ;H dauart 2015 2016F |2016/2015
mpany eacquarters Sales® Sales®* Forecast

Intel* U.5. 52,144 56,313 8%

Samsung South Korea 42,043 43,535 4%
TSMC (1) Taiwan 26,439 29,324 $ 1 O O B
Qualcomm (2) LS. 16,008 | 15,436 -83%

Broadcom Ltd.* (2) Singapore 15,183 | 15,332 1% 2015 Value of Acquired
SK Hynix i South Korea 16,649 14,234 Semi Companies
Micron L).S. 14,483 12,842
Tl U.s. 12,112 | 12,349
Toshiba Japan 9,429 | 10,922

NXP* Europe 10,563 9,498 $ 1 1 4 B
MediaTek (2) Taiwan 6,699 8,610

Infineon Europe 6,916 7,343 6% 2016 Value of Acquired
ST . Europe 6,873 6,944 1% Semi Companies
Apple (2,3) U.S. 5,531 6,493
sony Japan 6,263 6,466 3%
Nvidia (2) L.5. 4,696 6,340
Renesas Japan 5,682 5,751 1%
GlobalFoundries* [1]5 U.S. 5,729 5,085
19 ON Semi* U.s. 4,866 4,858 0%
20 20 |umMcC (1 . Taiwan 4,464 4,455 0%

Total Including Foundries —_ | 272,772 | 282,130 | 3%

Total Without Foundries —_ 236,140 | 243,266 3%
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Presenter
Presentation Notes
Data is for only semiconductor companies that were the acquired company. The 2015 value is through October of 2015. The data does not include pending deals.

Another data point – there were 132 semi companies acquired in 2014. As of October 2015, there are 113 semi companies acquired.


Semiconductor Revenue
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Presenter
Presentation Notes
Recent acquisition: TDK  Micronas (http://www.micronas.com/en/news-events/ad-hoc-news/tdk-acquire-micronas-further-grow-magnetic-sensor-business)

1H 2015, acquisition agreements = $72.6 B
6x annual average for 2010-2014 
With Dialog Semiconductor’s announced plan to acquire Atmel, M&A value now ~ $77B


The list does not include other, smaller (<$100 million) acquisitions such as Rohm Semiconductor’s $70  million acquisition of Powervation, an Ireland-based supplier of digital power ICs in July 2015 or Qualcomm’s plan to purchase Ikanos for $47 million, which is expected to close by the end of 2015.

IC Insights has previously noted that the unprecedented M&A activity is indicative of IC suppliers experiencing slower sales in their existing market segments and the need to broaden their businesses to stay in favor with investors. 

Rising costs of product development and advanced technologies are also driving the need to become bigger and grow sales at higher rates in the second half of this decade. 

The emergence of and huge market potential for the Internet of Things (IoT) is causing major IC suppliers to reset their strategies and quickly fill in missing pieces in their product portfolios. 

China’s ambitious goal to become self-sufficient in semiconductors and reduce imports of ICs from foreign suppliers has also launched a number of acquisitions by Chinese companies and investment groups.






loT Ecosystem: From Sensors to Servers

loT Edge Devices Aggregation Layers Remote Processing
(Hubs/Gateways) (Cloud Based)

“Things” with sensors & Connectivity & Interfaces to Applications to analyze the
actuators that monitor and aggregate the edge data to data and offer cloud services
control send to the cloud
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Presentation Notes
Here is the food chain of IoT…. 


Incredibly Optimistic Thinking

Semi Market for 10T Devices $91.9B by 2025
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loT Market to Double by 2019, 15.9% CAGR
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Total Market Revenues ($B) $57.7
=—4—Consumer Electronics ($B) $42.4
$30.6
$9.1 $13.9 s
$1.0 $1.5 $2.3 $3.2 $4.2 $5.3
<4 s —— —— —
2014 2015 2016 2017 2018 2019

SYNOPSYS:



The Internet of “Very Different” Things
Highly Fragmented Market

Shipments in 2020 (Millions)
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* 10 billion shipments in 2020
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The Internet of (Very Different) Things

Selected items for illustration

63 percent of units

Security Digital
cameras signage

Smart household
appliances

Toys

 Many ‘smart versions’ of existing product markets

Consumer
door and
window locks Smart

Vending weilghing
. scales
machines Hotel door

Anti-theft Parking locks
tags meters |

/

* By 2016, 50% of IoT devices will originate in startups less than 3 years old
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Presentation Notes
Market very fragmented, touching everything in electronics


DesignWare IP Portfolio

ARC
CPUs

DDR
controller

PCle
controller

HDMI
controller

USB
controller

Ethernet
controller

SATA
controller

MIPI
controller

Security
IP & SW

AMBA 4 AXI, AMBA 3 AXl & AMBA 2.0 AHB

N g
. AMBA APB ; i
\ . . , : Signal Audio Sensor & SD/eMMC
Processing || Subsystem Embedded controller
Control/Data .
. Vision
Fusion
Subsvstem Processor
I2C || GPIO || UART y
Datapath
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Digital IP

4

Trusted IP Supplier

#1 in Interface, Analog, Embedded
Memories, Physical IP

Committed to Your Success

~2400 IP Engineers Worldwide

Fast IP Integration into SoCs

Integrated Subsystems
IP Prototyping Kits Software
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Internet Of Threats
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Presentation Notes
Introduce SIG


Internet of Threats

Major Cyber Attack on Dyn Causes Outages
on Spotify, Twitter & Many Other Sites

This Is Why Half the Internet Shut Down Today

DN 10
IS ‘ Why Experts Are Sure Russia Hacked the
\ (4Bl DNC Emails
Sl How Podesta became a cybersecurity poster child

g US authority warns hospitals over use of
2N hackable drug pump

IRS Revises Tax Returns Hack Numbers, Says Over
300,000 Accounts Were Hacked

AFTER JEEP HACK, CHRYSLER RECALLS 1.4M
VEHIGLES FOR BUG FIX

Banking hack heist yields up to $1 billion

SYNOPSYS:
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Presentation Notes
http://gizmodo.com/this-is-probably-why-half-the-internet-shut-down-today-1788062835
http://austininno.streetwise.co/2016/10/21/major-cyber-attack-on-dyn-causes-outages-on-spotify-twitter-many-other-sites/
http://www.nbcnews.com/news/us-news/why-experts-think-russia-hacked-dnc-emails-n616486
http://www.politico.com/story/2016/10/john-podesta-cybersecurity-hacked-emails-230122
http://www.bbc.com/news/technology-33759428
http://variety.com/2015/biz/asia/cyber-hack-revealed-as-costing-15-million-as-sony-increases-forecast-results-1201454231/
http://www.ibtimes.com/irs-revises-tax-returns-hack-numbers-says-over-300000-accounts-were-hacked-2057783
http://www.wired.com/2015/07/jeep-hack-chrysler-recalls-1-4m-vehicles-bug-fix/
http://www.theregister.co.uk/2011/09/22/software_bug_fine/
http://www.usatoday.com/story/tech/2015/02/15/hackers-steal-billion-in-banking-breach/23464913/


What Threats Do You Face?

Understand Your
Threat Environment.

Security Depends
Chip Level On It.

Network Level

Communication attacks
 Software attacks

Software attacks

Invasive Hardware attacks

1 :

Communication
Chip
. e Software
L

e Hardware

Device Level

Software attacks

Non-invasive hardware attacks

© 2017 Synopsys, Inc. 17
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Presenter
Presentation Notes
Security is Influenced by Environments where devices operate & Accessibility to Attackers. Having a good understanding of the threat environment is very important because it is a good basis for designing solutions against them.

There are 3 main categories of attack to consider:

Communication attacks
Sniffing of sensitive data (passwords, credentials, keys)
Direct remote attacks (exploiting intentional backdoors)
Indirect remote attacks (via remote nodes)

Software attacks (on protocols, taking advantage of weak implementation of cryptography, weak passowords, malware, viruses…)
Malware (viruses, worms, rootkits, spyware)
Exploit of buffer/stack overflows to access sensitive info
Privilege level tampering

Physical (HW) attacks
Outside the package (using existing interfaces, JTAG/test ports, side channels)
Inside the package (decapsulation, delamination, probing, laser, …)  
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http://www.wired.com/2015/07/jeep-hack-chrysler-recalls-1-4m-vehicles-bug-fix/

http://www.computerworld.com/article/2994278/data-privacy/congress-aims-to-regulate-car-privacy-make-hacks-illegal.html


Rising Stakes in Software

Standalone SW Apps

- T
"“F‘pﬂ_ £ . ﬂl’q o
80043900, 1o "l"'n'a
8 _}obq

agpdth \
=] "“J:’ s

¥s
1‘1 uﬁ"h.

H'?F dit" P

Quality

Internet and WWW HW/SW Devices

Quality / Quality / Security /
Security Safety & Privacy
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Presentation Notes
As SW evolved from stand-alone applications to internet applications to controlled devices, the concerns of SW products shifted:
In the beginning it was quality only (does my code do what it is supposed to do and does it not crash). 
With the internet, security became a key concern in addition to quality
With connected devices such as the national critical infrastructure, modern cars, etc. safety is added to the list of key concerns
Quality, security, and safety cannot be considered separately anymore. You cannot have security w/o quality, you cannot have safety w/o security and quality
On the other hand the potential damage of malfunctioning SW has increased dramatically
Crashing standalone SW applications were generally annoying but tolerated as a “fact of life”. Getting it “mostly right” was ok. This was also re-enforced by weak product liability regulations and broadly protective SW license terms
When hackers could overtake PCs, steal credit card numbers or bank funds, security moved to front end center of the discussion. Just one way to get into the system was enough, so “mostly right” was not sufficient anymore. This started causing financial damage directly (lost $$) or indirectly (brand)
As soon as devices are controlled by SW, the story changes dramatically. Health and human lives are suddenly at stake and potential liability is unbounded



Signoff for Signoff for
Software Development Supply Chain Management

Software pea

: (@ @
Signoff

» Release criteria  Legal compliance

 Agile feature acceptance * Regulatory compliance

* Required for successful build * Industry compliance

» Required for code check-in  Best practices compliance

© 2017 Synopsys, Inc. 20 S‘/"UPS\/S®


Presenter
Presentation Notes
Showcase the software development lifecycle – where testing and types fit in


Purpose + Plan + Our Part
How Will We Impact the Future?

Engineer

A HANDBOOK FOR SOCIALLY RESPONSIBLE ENGINEERING

Environmental



Presenter
Presentation Notes
Citizen Engineer is a fusion of ideas, information, advice, and opinions from the authors, their colleagues, and dozens of other sources, brought together to provide you with the tools and insights you’ll need to maximize your success in a new era of socially responsible engineering.

Part I: Advent of the Citizen Engineer defines “Citizen Engineer,” describes the trends that have led us to this new era of socially responsible engineering, and discusses what it all means—to engineers, to businesses, and to our society.

Part II: Environmental Responsibility provides practical “how-to” information and resources to help you minimize the environmental impact of the products and services you’re designing. It gives you an overview of what you need to know, things you need to consider, and what you need to do as you create ecologically and economically sound products, including (to name just a few topics):
Understanding and calculating the complete impact of a product or service
Defining strategies for key impacts such as greenhouse gas (GHG) emissions and water usage
Trends in environmental regulations
Whether “carbon neutrality” is sufficient as a business goal

Part III: Intellectual Responsibility includes basic information about patents, copyrights, trademarks, trade secrets, nondisclosure agreements, standards, and licenses—and offers practical advice about how to maximize the economic opportunities intellectual property (IP) law presents while avoiding the potential pitfalls. For example, we discuss:
The role of patents and when and how to file them
How to encourage other engineers to adopt and amplify your ideas
Pros and cons of various software licenses
Whether our system of IP controls maximizes innovation fairly
How to build communities to innovate and amplify your ideas

Part IV: Bringing It to Life takes a look at some of the ways engineers—and engineering schools—are responding to the new realities and requirements of the new era, including
The growing momentum behind broader curricula in engineering schools
Advice for recent graduates and newly hired engineers
Examples of interesting projects with which Citizen Engineers�are involved worldwide

The greatest emphasis falls on two broad topics: eco responsibility and intellectual property law. 
The reason is simple: These subjects have the greatest urgency to engineers today. They are redefining the way engineers do their jobs, yet most engineers are just beginning to understand the full impact each brings to bear on their work.
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Silicon to Software’

Thank You
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